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by a Federal court, the Administrator 
may authorize the limited release of 
classified information if he or she de-
termines that the interests of justice 
cannot otherwise be served. Appro-
priate safeguards will be established to 
protect such classified material re-
leased for use in judicial proceedings. 

(d) Access to material in NARS custody. 
The Archivist of the United States pre-
pares procedures governing access to 
materials transferred to NARS cus-
tody. These procedures are issued by 
the Administrator of General Services 
in 41 CFR part 105–61. 

(e) Access by the General Accounting 
Office and congressional committees. 
Classified information may be released 
to the General Accounting Office 
(GAO) and congressional committees 
when specifically authorized by the 
GSA Security Officer except as other-
wise provided by law.

Subpart 105–62.2—Declassification 
and Downgrading

§ 105–62.201 Declassification and 
downgrading. 

(a) Authority to downgrade and declas-
sify. The authority to downgrade and 
declassify national security informa-
tion or material shall be exercised as 
follows: 

(1) Information or material may be 
downgraded or declassified by the GSA 
official authorizing the original classi-
fication, by a successor in capacity, by 
a supervisory official of either, or by 
the Information Security Oversight 
Committee on appeal. 

(2) Downgrading and declassification 
authority may also be exercised by an 
official specifically authorized by the 
Administrator. 

(3) In the case of classified informa-
tion or material officially transferred 
to GSA by or under statute or Execu-
tive order in conjunction with a trans-
fer of functions and not merely for 
storage purposes, GSA shall be deemed 
the originating agency for all purposes 
under these procedures including down-
grading and declassification. 

(4) In the case of classified informa-
tion or material held in GSA not offi-
cially transferred under paragraph 
(a)(3) of this section but originated in 
an agency which has since ceased to 

exist, GSA is deemed the originating 
agency. Such information or material 
may be downgraded and declassified 30 
calendar days after consulting with 
any other agencies having an interest 
in the subject matter. 

(5) Classified information or material 
under the final declassification juris-
diction of GSA which has been trans-
ferred to NARS for accession into the 
Archives of the United States may be 
downgraded and declassified by the Ar-
chivist of the United States in accord-
ance with Executive Order 12065, direc-
tives of the Information Security Over-
sight Office, and the systematic review 
guidelines issued by the Administrator 
of General Services. 

(6) It is presumed that information 
which continues to meet classification 
requirements requires continued pro-
tection. In some cases, however, the 
need to protect such information may 
be outweighed by the public interest in 
disclosure of the information, and in 
these cases the information should be 
declassified. When such questions arise 
they shall be referred to the Adminis-
trator, the Director of the Information 
Security Oversight Office, or in accord-
ance with the procedures for manda-
tory review described in § 105–62.202(b). 

(b) Declassification. Declassification 
of information shall be given emphasis 
comparable to that acccorded classi-
fication. Information classified under 
Executive Order 12065 and prior orders 
shall be declassified as early as na-
tional security considerations permit. 
Decisions concerning declassification 
shall be based on the loss of sensitivity 
of the information with the passage of 
time or on the occurrence of an event 
which permits declassification. When 
information is reviewed for declas-
sification it shall be declassified unless 
the declassification authority estab-
lished in § 105–62.202 determines that 
the information continues to meet the 
classification requirements prescribed 
despite the passage of time. 

(c) Downgrading. Classified informa-
tion that is marked for automatic 
downgrading is downgraded accord-
ingly without notification to holders. 
Classified information that is not 
marked for automatic downgrading 
may be assigned a lower classification 
designation by the originator or by an 
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official authorized to declassify the 
same information. Notice of down-
grading shall be provided to known 
holders of the information.

§ 105–62.202 Review of classified mate-
rials for declassification purposes. 

(a) Systematic review for declassifica-
tion. Except for foreign government in-
formation, classified information con-
stituting permanently valuable records 
of GSA as defined by 44 U.S.C. 2103, and 
information in the possession and 
under control of NARA, under 44 U.S.C. 
2107 or 2107 note, shall be reviewed for 
declassification as it becomes 20 years 
old. Transition to systematic review at 
20 years shall be implemented as rap-
idly as practicable and shall be com-
pleted by December 1, 1988. Foreign 
government information shall be re-
viewed for declassification as it be-
comes 30 years old. 

(b) Mandatory review for declassifica-
tion. All classified information upon re-
quest by a member of the public or a 
Government employee or agency to de-
classify and release such information 
under the provisions of Executive 
Order 12065 shall be reviewed by the re-
sponsible GSA element for possible de-
classification in accordance with the 
procedures set forth in paragraphs (c) 
through (g) of this section. 

(c) Submission of requests for review. 
Requests for mandatory review of clas-
sified information shall be submitted 
in accordance with the following: 

(1) Requests originating within GSA 
shall in all cases be submitted directly 
to the service or staff office that origi-
nated the information. 

(2) For expeditious action, requests 
from other governmental agencies or 
from members of the public should be 
submitted directly to the service or 
staff office that originated the mate-
rial, or, if the originating element is 
not known, or no longer exists, the re-
quester shall submit the request to the 
GSA Security Officer who shall cause 
such request to be reviewed. 

(d) Requirements for processing. Re-
quests for declassification review and 
release of information shall be proc-
essed in accordance with the provisions 
set forth in paragraphs (e) through (h) 
of this section subject to the following 
conditions: 

(1) The request is in writing and rea-
sonably describes the information 
sought with sufficient particularity to 
enable the element to identify it. 

(2) The requester shall be asked to 
correct a request that does not comply 
with paragraph (d)(1) of this section, to 
provide additional information. 

(3) If within 30 days the requester 
does not correct the request, describe 
the information sought with sufficient 
particularity or narrow the scope of 
the request, the element that received 
the request shall notify the requester 
and state the reason why no action will 
be taken on the request. 

(e) Processing of requests. Requests 
that meet the foregoing requirements 
for processing will be acted upon as fol-
lows: 

(1) GSA action upon the initial re-
quest shall be completed within 60 
days. 

(2) Receipt of the request shall be ac-
knowledged within 7 days. 

(3) The designated service or staff of-
fice shall determine if the requested in-
formation may be declassified and 
shall make such information available 
to the requester, unless withholding it 
is otherwise warranted under applica-
ble law. If the information may not be 
released in whole or in part, the re-
quester shall be given a brief statement 
as to the reasons for denial, a notice of 
the right to appeal the determination 
to the Deputy Administrator (the no-
tice shall include the Deputy Adminis-
trator’s name, title, and address), and a 
notice that such an appeal must be 
filed with the Deputy Administrator 
within 60 days in order to be consid-
ered. 

(f) Foreign government information. Ex-
cept as provided hereinafter, requests 
for mandatory review for the declas-
sification of classified documents that 
contain foreign government informa-
tion shall be processed and acted upon 
in accordance with the provisions of 
paragraphs (c) through (e) of this sec-
tion. If the request involves informa-
tion that was initially received or clas-
sified by GSA, then the corresponding 
service or staff office shall be des-
ignated by the GSA Security Officer to 
determine whether the foreign govern-
ment information in the document 
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